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Abstract. In the big data era companies have an increasing volume of data at 

their disposal. To enable the democratization of this data so it can be found, un-

derstood and accessed by the majority of employees, so-called data providers 

must first publish the data and provide provisioning options. However, a lack of 

incentives and increased effort for the data providers to share their data hinders 

the democratization of data. In this work, we present the current state and chal-

lenges of a data provider’s journey, derived from a literature study as well as 

expert interviews we conducted with a globally active manufacturer. To address 

these challenges, we propose the use of an enterprise data marketplace, a plat-

form for sharing data within the company. By presenting a functionality frame-

work for such a marketplace and by highlighting how it can integrate with a 

company’s data catalog, we outline how a marketplace can support the data 

provider. We implemented a prototype of an enterprise data marketplace and 

determined the feasibility of three scenarios to relieve the data provider. Finally, 

an assessment based on the prototype yields that the data marketplace supports 

the provider throughout the provider’s journey, addresses major challenges, and 

thus, contributes to the overall goal of data democratization within enterprises. 

Keywords: Data Marketplace, Data Catalog, Data Sharing, Metadata Manage-

ment. 

1 Introduction 

Data contain the potential to provide companies with important knowledge, for exam-

ple, to optimize processes or develop new business models [1]. Therefore, data de-

mocratization initiatives with the goal of empowering and motivating employees to 

find, understand, access, use and share data across the company [2], are gaining im-

portance. To drive democratization aspects such as data sharing across the company, 

the use of enterprise data marketplaces has been proposed [3]. 

In general, data marketplaces are metadata-driven self-service platforms for trading 

data and data related services [3, 4]. Enterprise data marketplaces are specifically 

designed to facilitate the exchange of data and data related services within a compa-
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ny [5]. Within enterprise data marketplaces company employees take on the roles of 

data marketplace administrators, data consumers and data providers. In the context of 

providing data, we distinguish three roles: Firstly, data is created by a data 

producer [6] which can be both a person or system, e.g., a manufacturing machine. 

The person responsible for this data is called the data owner [6]. Responsibility in-

cludes various aspects such as legal or technical topics, yet the owner may delegate 

the realization thereof to other employees such as data stewards. The data owner may 

be the data producer. Lastly, the employee that makes the data available is the data 

provider [7]. The data provider may or may not be the data owner or data producer, 

for example, they could be the owner but not the producer. 

In an external data marketplace, in which data is exchanged across institutions, the 

main incentive for data providers to supply data is the monetization of data and the 

resulting profit [8, 9]. Within a company, however, monetization inhibits data democ-

ratization, as money presents a barrier to the data consumer. Therefore, data moneti-

zation is only envisaged to a limited degree within the enterprise data marketplace.  

However, without monetization one main motivation for data providers to share 

data within the company disappears. Fernandez et al. [9] also discuss that providers 

lack information on how consumers require data and are disincentivized to share data 

which may leak confidential information. In addition, providers may be reluctant to 

share data as releasing data implies revealing own processes and quality standards [8]. 

Ultimately, the provider has the additional effort but no advantage by offering the 

data. This lack of incentives and increased effort on the part of the data providers 

therefore hinders the democratization of data. For this reason, in this paper we exam-

ine the role of data providers in the enterprise data marketplace, the challenges and 

efforts they face and how they can be supported in sharing data.  

To this end, we offer the following contributions: Based on a literature study and 

expert interviews conducted with a globally active manufacturer, we developed (1) a 

data provider’s journey which reflects the steps and roles involved in publishing and 

provisioning data, presented in Section 2. From this journey, we derive (2) current 

challenges the provider is faced with in Section 2 and propose the use of an enterprise 

data marketplace to address these. To investigate how a data marketplace assists the 

provider, (3) we have developed a functionality framework which also differentiates 

the marketplace functionality from other corporate data related tasks in Section 3. In 

the same section, we also (4) introduce a distinction between data assets and data 

products in order to leverage the existent enterprise tool landscape, particularly exist-

ing data catalogs, to support the provider. Lastly, we have developed a prototype to 

(5) assess the extent to which an enterprise data marketplace supports the data pro-

vider and addresses the challenges in Section 4. Section 5 addresses related work and 

Section 6 concludes this paper.  

2 Providing Data in the Enterprise 

In order to identify the data provider’s assignments and associated processes within 

an enterprise, we conducted a literature study including [3, 9–12]. Yet, we found that 
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many articles focus on the consumer perspective as opposed to the provider perspec-

tive or only describe very abstract insight into the provider's processes. Therefore, we 

also conducted expert interviews with employees of a global manufacturer to gain a 

more detailed and practical perspective.  

The manufacturer is active in a variety of sectors like the mobility or industrial sec-

tor and operates a global manufacturing network. A lot of data are collected and 

stored across the industrial value chain, e.g. by internet of things (IoT) devices or 

operational systems like enterprise resource planning (ERP) systems. The manufac-

turer's business strategy is to become a data-driven Industry 4.0 company and they 

aim to create an environment where data can be shared freely and efficiently within 

the company. As part of these efforts, the IT system landscape for handling data is 

already enhanced with tools such as data catalogs and enterprise data marketplaces 

are being actively investigated (see our previous work [13] for more details on the 

manufacturer’s case and [14, 15] for details on data-driven manufacturing and Indus-

try 4.0). The exchange with experts from various key data-related roles in an industri-

al enterprise, including enterprise and solution architects, as well as data scientists and 

business analysts, gives us a representative view of current processes for publishing 

data in industrial enterprises from different perspectives. 

Based on the conducted interviews, we derived the data provider's processes within 

industrial enterprises, which we have merged into an overarching data provider jour-

ney as presented in Section 2.1. It entails the essential steps and the parties involved 

in the journey. Thereupon, the data provider’s challenges in this journey are examined 

in Section 2.2. Building on this, the following sections in this paper examine the ex-

tent to which an enterprise data marketplace can address these challenges. 

2.1 The Data Provider Journey 

The data provider’s journey of making data available in the company, as illustrated in 

Fig. 1, consists of two processes: publishing the data, i.e. making it public within the 

company so it can be found, and provisioning the data, i.e. making it available to con-

sumers so these can work with it. These parts contain a set of steps which are carried 

out by various roles in the company such as the data provider, the data owner, IT or 

operations, legal experts or management. To illustrate the journey by way of an ex-

ample, we demonstrate it with the scenario of a data steward, whose job it is to main-

tain data on behalf of the data owner [6]. The data steward wants to provide machine 

sensor data from running productions lines proactively to support machine mainte-

nance use cases, e.g., predictive maintenance. For warranty cases concerning the ma-

chines, the sensor data are collected and stored in a database for up to 15 years.  

Part one, the publishing process, comprises two segments: documenting the data, 

and making it known to other employees so the data can be found, understood and 

requested. To begin with, the data provider must assemble documentation. This is 

essentially metadata on various aspects of the data such as descriptions of the content, 

the data’s quality or lineage, the underlying data model, technical descriptions, and 

lifecycle specifications. Basically, this constitutes all the information which a data 

consumer will require to understand and work with the data. For example, these 
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metadata could be descriptions on the machines which provide the sensor data, their 

semantics, e.g., machine temperatures or torque, and lifecycle information that these 

are stored up to 15 years. If the data is documented sufficiently, the data provider will 

next specify the legal framework in which the data may be used. This entails topics 

such as specifying access rights, the allowed usage or the data’s security class, defin-

ing the data’s sensitivity, e.g. whether it is ranked as public, internal or confidential. 

Specifications such as these are relevant for ensuring personal related data privacy 

and compliance to legal regulations such as the General Data Protection Regulation 

(GDPR) [16]. In this step, the provider may seek the assistance and guidance of legal 

experts. In our example, the sensor data is not personal data and ranked as internal, so 

all employees can access it, and there are no limitations to the usage.  

 

Fig. 1. The image depicts the steps and parties involved in the journey for publishing and pro-

visioning data within an enterprise.  

Having clarified the legal issues, the data must next be published, so the data can be 

found, understood and requested by company employees. To begin with, the data 

provider must issue a request to publish data. On the one hand, the provider must 

attain the consent of the data owner to publish the data. On the other hand, legal ex-

perts have to verify the authorization of the requester to release the data and whether 

the publication of this data is compliant with legal regulations. If the request is reject-

ed, the legal framework must be adjusted. If it is approved, the provider may publish 

the data. This entails entering the data into an enterprise data inventory through which 

the data becomes discoverable. For this, a minimum amount of metadata must be 

provided, such as the name and location of the data source, the type, e.g., oracle data-
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base, a short description what it contains and who owns the data. To enable better 

understanding, the metadata assembled in step one can be added as well. Assistance 

from IT may be required for integration into the inventory as this may require tech-

nical expertise. In continuation of our example, the steward contacts the data owner 

and legal experts, e.g., by email asking for the permission to publish the data. Given 

approval, the steward registers the data in an inventory adding information where the 

data source, in this case an oracle database with the machine sensor data, is located, a 

description of the data on the production lines, the name of the owner and so on.  

At this point, employees can find and understand data through the inventory and 

provided metadata. The data provider now enters the second part of the journey and 

must provide a provisioning option for the data in the event that there is an access-

request. As the data might currently be hosted on a local machine, it may first have to 

be uploaded to some system through which it can be made accessible, e.g., a data 

lake. If data is uploaded to a different system the inventory must be updated. Next, the 

provisioning option must be chosen. As the responsible person for the data, the owner 

has to decide with potential help from IT if direct access to the source system can be 

granted through a user account. This might, for instance, not be desirable due to a 

potential system overload or the risk of data manipulation in operational systems. For 

instance, in the case of the sensor data, direct access is not possible for risk that it may 

be manipulated and jeopardize the machine warranty. Based on the decision, the pro-

vider either enables system access for the data consumers or implements an alterna-

tive access method. Providing another access method may be resource intensive, e.g., 

by requiring a team of developers, and therefore resources must be requested. Given 

admission by management, access methods like the transfer of the data into another 

system like a data lake, or the implementation of an API for access without a specific 

user account or download options can be carried out by IT. By way of example, the 

steward requests resources to provide an API through which the machine sensor data 

can be accessed. As machine maintenance is of high relevance, the resources are 

granted and the API development approved. If management rejects the request and no 

provisioning option can be guaranteed, it would be useful to indicate this circum-

stance in the inventory or to remove the data from it accordingly. Subsequent to per-

forming these steps, employees can find, understand and receive access to the data.  

2.2 Challenges in the Data Provider Journey 

Within this section, the challenging aspects for the provider in terms of cost and cir-

cumstance are derived from the provider journey, presented in the previous section.  

The (1) assembly of metadata is the first challenge for the data provider. Although 

documentation is a best practice in many processes, it is often neglected. To ensure 

the usability of the data, however, a certain degree of documentation is indispensable. 

Since the provider is not necessarily an expert for the data, he has to rely on other 

employees such as the data producer or a data steward to provide this documentation.  

Besides assembling documentation, (2) supplying provisioning options apart from 

direct system access, is also costly. This task requires an IT project, e.g., for the im-

plementation and realization of pipelines for moving data or developing an API. This 
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may be a useless expense as it is unknown whether the data is of interest to other em-

ployees and hence, the provisioning options may not be required.   

In practice, there are tools for publishing data which are based on a data inventory. 

One of these tools is a data catalog such as Alation1 or the Collibra Data Catalog2. 

These are tools for maintaining inventories of data with discovery, administration, 

governance functionality and more [12, 17]. Catalogs support finding and understand-

ing data, however, are not built to access data. For this reason, there are further pub-

lishing tools such as enterprise data marketplaces through which the data can be re-

quested and accessed. Examples are Snowflake3 or the Dawex Data Exchange Plat-

form4. Companies are in the process of building a tool landscape for finding, under-

standing and accessing data using tools such as these [13]. For the provider, this 

means that the data must be registered in several tools such as the data catalog and the 

enterprise data marketplace. Therefore, challenge three refers to the effort of (3) reg-

istering data in several publishing tools which partly require the same metadata.  

Finally, (4) the process involves several parties which need to be found, contacted 

and coordinated. With each new party the process becomes more complex and time-

consuming as each introduces latencies when processing their tasks.   

3 Providing Data Through the Enterprise Data Marketplace 

As data marketplaces are platforms for exchanging data, they have functionality for 

making data available as required in the data provider journey [18]. Therefore, we 

examine how a data marketplace built to exchange data within a company, i.e., an 

enterprise data marketplace [5], can support the data provider in their journey and to 

what extent it addresses the providers’ challenges. To examine data marketplaces’ 

ability to support the data provider, it is necessary to understand what functionality a 

data marketplace offers. Therefore, we present a marketplace functionality framework 

in Section 3.1. Based on this framework, Section 3.2 discusses how an enterprise data 

marketplace can be built on existent tools in the company, such as a data catalog. In 

Section 3.3, we outline three provisioning scenarios in this platform tool constellation, 

which advantages it confers and how it works in the favor of the data provider.  

 

3.1 Data Marketplace Functionality  

The content of this subsection refers to data marketplaces in general, i.e., not explicit-

ly to enterprise data marketplaces. We conducted a literature study to examine exist-

ing functionality lists for data marketplaces such as those presented in [5, 18–22]. 

According to literature and reports, marketplaces provide a wide range of functionali-

ty such as the up- and download of data [18], functionality for selling and buying 

data, governance topics like license management, monetization aspects like pricing, 

                                                           
1  https://www.alation.com/ 
2  https://www.collibra.com/us/en/platform/data-catalog 
3  https://www.snowflake.com/workloads/data-sharing/?lang=de 
4  https://www.dawex.com/en/data-exchange-platform/ 
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revenue allocation and sharing functions [9, 22], as well as functionality for data 

cleansing and preparation [5, 18–20, 22] or integration [18] and analytics [21].  

When comparing these lists, it is noteworthy that the extent of functionality differs. 

Common features include the trading and exchange aspects of data, such as buying 

and selling of data. Differences arise around features like data preparation which is 

listed on occasion or data analytics functionality which is listed in individual cases. It 

is also noticeable that functionality is described at different levels of detail. For ex-

ample, Meisel and Spiekermann [18] provide a very detailed list of functionality, e.g., 

with specifics that data cleansing functionality includes duplicate and pattern recogni-

tion or plausibility check features, whereas that of Wells [5] is at a higher level of 

abstraction in which, e.g., data curation and preparation are the granular listed func-

tionality. The structure also differs, with some articles listing functionality by role, 

i.e., data provider and consumer [19, 20] and others breaking it down by functional 

group [18], such as marketplace infrastructure, interfaces and security and so on.  

To assess how the marketplace supports the data provider, we need an attribution 

of functionality by role. Furthermore, we considered the range of the above men-

tioned functionality in the light of the company's experience. In this context, we no-

tice that some lists go beyond the scope of the marketplace as we understand it. From 

our point of view, a data marketplace is purely a broker for data and data related ser-

vices. It is a platform on which data providers can publish data and services and data 

consumers can find, understand and gain access to these. How the data is, for in-

stance, prepared or integrated with other data is, in our opinion, beyond the scope of 

the marketplace as a broker. Finally, we noticed that literature devotes little detail to 

the topic of metadata in the context of data marketplaces. Since finding and under-

standing data is a crucial feature of the marketplace, and this is dependent on metada-

ta supplied by the data provider, we consider metadata management to be a relevant 

underlying and role independent functionality in the marketplace. Therefore, we have 

created a functionality framework that takes these three aspects into account: the divi-

sion by role, the delineation of functionality that lies within and outside the market-

place, and the metadata management which is the basis for the role-specific features.  

To create the functionality framework, we incorporated the common parts from the 

different lists and allocated them to the roles of the data consumer, data provider and 

administrator. The functionality that was only partially represented, such as rating or 

data cleaning, were examined whether they belonged in the functional scope of a 

broker and were accordingly included or excluded. In this context, we also had to find 

a common level of abstraction that subsumes the more detailed tasks. Additionally, 

we extended functionality such as the necessary metadata features derived for the 

role-based functionality. The resulting functionality framework is illustrated in Fig. 2. 

The Functionality Framework. The functionality framework, shown in Fig. 

2, displays the marketplace’s functionality in the blue box and other functionality 

outside of it. Data governance and data management including data quality or data 

lifecycle management take place outside its functional scope as these concern the 

management as opposed to the exchange of data. Equally, activities that follow the 

acquisition of data such as data preparation or exploration are out of scope as these 
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involve data processing which goes beyond data sharing. To enable an integrated data 

processing toolchain, the marketplace nevertheless provides interfaces to tools that 

perform tasks outside the marketplace context, such as preparation tools. 

Within the marketplace, we distinguish between consumer-side functionality, pro-

vider-side functionality and administration functionality. This functionality is accessi-

ble through a portal, i.e., a graphical user interface, and an API. The metadata man-

agement functionality and privacy, security and compliance extend across these areas. 

 

Fig. 2. Data Marketplace Functionality Framework 

Consumer-Side-Functionality. The consumer-side functionality includes discovery, 

data trading and collaboration features. The consumer can browse or search for data 

and services in the marketplace, like the machine sensor data provided by the data 

steward in the provider journey example. For each search result, there is a detailed 

description with an integrated view of all available metadata. For example, the de-

tailed description could contain a description on the machine and the according pro-

duction line with technical details how and where the data is stored or operational 

information such as the data’s lineage. The marketplace can also offer service recom-

mendations based on the conducted search, previous acquisitions and those of similar 

users. In order to support data democratization in the sense of collaboration and 

knowledge sharing [2], the marketplace also offers functionality such as commenting 

to both the consumer and producer. Furthermore, consumers can rate data and docu-

ment their use case, thereby enabling other users to see if the data has been used for 

similar use cases. In our example, a user could specify how they used the data in a 
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machine maintenance use case. These functionalities are only available to the con-

sumer and thus, placed in the consumer-side box in Fig. 2. The data trading function-

ality like the collaboration functionality are overarching in Fig. 2, as they are availa-

ble to both the consumer and producer. On the consumer-side service-access-

management signifies the ability to request and receive access and access credentials, 

e.g., by ordering data through a shopping cart. Additionally, the consumer can man-

age transactions related to reimbursements for services, as well as active, expired and 

pending orders through the subscription and order management. In continuation of 

the example, the user can order the machine sensor data through the shopping cart and 

thereby request access, then pay for this data through the transaction management and 

after receiving access, view the active subscription on this data with according details.  

Provider-Side-Functionality. The provider functionality involves publishing, gov-

ernance and data trading functionality. For publishing services such as data-as-a-

service or professional services like courses for data preparation, the provider uses the 

service registration. In this step, the marketplace adds the service, mostly a data 

source or a specific dataset, to the marketplace service inventory so it can be found 

via the search. In our example the data steward registers the machine sensor data in 

the marketplace which is thereby added to the marketplace inventory. Although the 

marketplace will reference most data as opposed to storing it, it does have a data im-

port feature for cases like the upload of a locally stored singular csv file. In our exam-

ple, the database in which the machine sensor data is stored is registered instead of 

uploading the data directly. The metadata enrichment allows the provider to add addi-

tional metadata to ensure a better understanding of the data. This may include a varie-

ty of metadata such as a content description, technical details as well as information 

about the data provenance. These could for instance be descriptions on the machine 

and production line, the database and the lineage showing how the data originates in 

the machine and is moved to the database by a specific script. Besides service regis-

tration, the marketplace offers governance functionality which supports the specifica-

tion as well as compliance to aspects defined within the data’s legal usage framework 

explained in the provisioning journey. A provider can define role-based access con-

trol, usage rights within policies and package these in licenses for specific services. 

This functionality does not replace the underlying data governance, it merely enables 

the implementation of the marketplace-specific governance aspects. For instance, the 

decision who is allowed to do what with the machine sensor data is part of the gov-

ernance outside the marketplace. Within the marketplace the steward in our example 

merely specifies that only people from department x are allowed to use it for mainte-

nance use cases. Like the consumer, the provider has functionality to support them in 

the trading of data. For instance, the provider can manage access requests, i.e., receive 

notifications, consult an overview and accept or decline these requests. If monetisa-

tion or other forms of reimbursement are included in the marketplace the provider can 

monitor transactions for the offerings. For example, the steward can view closed and 

outstanding invoices for the sensor data. Having provided access to the data, a provid-

er can then handle the subscriptions and orders on the offered services. This includes 

an overview of who is subscribing to which data, options to contact all subscribers or 
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functionality to terminate subscriptions and revoke access rights. In terms of collabo-

ration, the provider can also enter into a comment dialog with the data consumers.   

Metadata Management Functionality. A data marketplace requires a variety of 

metadata to support the above-mentioned functionality. This comprises general 

metadata for cataloging as known from a data catalog tool like an inventory, dataset-

specific metadata such as a business description and marketplace-specific metadata 

like the purchase history. Metadata for cataloguing can refer to a range of datasets and 

helps to provide an overview of existing offerings. It includes a data inventory, e.g., a 

list of contained data sets, data links that indicate whether data sets are related as well 

as data similarity information, which reveals replicated and similar data sets. Dataset-

specific metadata refers to a specific dataset and helps users to understand and trust 

this data. Amongst others, this covers data quality, lineage and versions. It is im-

portant to understand that the maintenance of the dataset-specific metadata is not part 

of the marketplace, merely, that it is relevant for the consumer in the sense of finding 

and understanding data. Therefore, this metadata has to be supplied by the provider 

and the marketplace must support some form of indexing and integrated processing 

and presentation of these. The marketplace-specific metadata comprises a product 

registry, purchase history, transaction history and search history. Metadata statistics 

are also marketplace-specific metadata and indicate to what extent the metadata is 

complete or contain user statistics such as an indication how often a service has been 

viewed. The regulation of privacy, security and compliance, and the administration 

features are not discussed in detail due to lack of space. With this framework we have 

gained insight which explicit functionality a marketplace should offer to the user and 

which implicit functionality like the metadata management is required.  

 

3.2 Data Catalogs as a Foundation for Enterprise Data Marketplaces 

When examining the listed metadata management functionality within the functionali-

ty framework, it becomes apparent that there is a considerable overlap with function-

ality offered through a data catalog. Besides data asset inventories these have discov-

ery, administration, governance, collaboration functionality and more [12, 17]. They 

contain a large part of the metadata also required in the data marketplace. Since a 

marketplace also requires an inventory, a data catalog is thus a component of the data 

marketplace [5]. Inversely this means, the data marketplace builds on a data catalog 

and extends it with further functionality like data trading features.  

Nowadays, companies have one, or are in the process of building data cata-

logs [13]. Accordingly, when an enterprise data marketplace is developed, this plat-

form can be built on top of the existing data catalogs and use them as their data inven-

tory. Thereby, functionality is reused and extended as opposed to duplicated. Fur-

thermore, the catalog metadata can be reused in the marketplace. This means, the 

marketplace can read the catalog entries so these are found in the marketplace search.  

In order to enable access to the data, the marketplace requires metadata which is not 

part of a data catalog. This includes, for instance, details on the provisioning options 

such as an API, download or source system access and the according access proce-
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dures that go with these options. Also, contractual information such as the price, if 

data is monetized, the license, or subscription options as well as the terms of use such 

as the permitted usage or conditions of use. We call these metadata product metadata. 

They include all information which is required to sell or make data available for ac-

cess and use. In this sense, we distinguish between data assets and data products. The 

distinction is displayed in Fig. 3. As the term suggests, data as an asset has a potential 

financial value for a company [23]. They are registered and maintained through a data 

catalog and are therefore, enriched with a minimum of metadata for finding and un-

derstanding them, such as the content description, lineage or data owner [12]. Data 

products are data assets which have been enriched through the data marketplace with 

product-specific metadata and are thus ready to be accessed and provisioned. Metada-

ta to both of these types belong to the dataset-specific metadata in the functionality 

framework, in Fig. 2. To conclude, this means that data assets can be found through 

the data catalog and data products through the marketplace. If the marketplace builds 

on the data catalog and uses it as its inventory, then data assets can also be found in 

the marketplace, even if they are lacking product metadata. In order for consumers to 

gain access to these assets, the provider must however, first turn them into a data 

product by enriching these with product metadata.  

 

Fig. 3. The figure illustrates the distinction of data assets and data products with exemplary 

metadata, as well as the systems in which these are maintained. Metadata which are connected 

through dashes belong to a specific topic that is portrayed though capital letters.  
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3.3 From Data Asset to Data Product 

Data assets can be transformed into a data product in different ways, therefore, we 

illustrate three main transformation scenarios. Within the first scenario, the provider 

explicitly registers the data in the marketplace and directly specifies all the product 

metadata, such as the permitted usage, license etc. By implication, the data is then 

also registered in the catalog. In the second scenario, the data provider registers the 

data within the catalog and does not concern himself with the data marketplace. The 

data is therefore a data asset. Now, some employee, e.g., a data scientist, can search 

for data in the marketplace and finds the data asset. The employee can then send a 

request to access this data to the provider who is then prompted to specify the product 

metadata. Having turned the data asset into a data product, access can be granted to 

this data. The third scenario assumes that another employee can fill in the required 

product metadata and send a request for asset-product transition to the provider. For 

instance, a data steward may know the product metadata and can fill this in for the 

data owner. The owner is notified and can accept or reject the proposed metadata. If 

accepted the data is turned into a product, if not it remains a data asset which cannot 

yet be accessed. As underlined by these three scenarios, the distinction of data assets 

and data products yields several advantages: 

 The marketplace references data even if it has not been explicitly registered in it, 

but only in the data catalog.  

 Consequently, the providers initially only have to register the data in the catalog so 

it can be found and understood within the enterprise. 

 The provider only has additional effort for adding product metadata and providing 

provisioning options when the data are actually relevant and are requested. 

4 Assessing how an Enterprise Data Marketplace Assists the 

Role of the Data Provider 

In this section, we examine the extent to which an enterprise data marketplace sup-

ports the provider in making data available and whether the marketplace addresses the 

challenges (1-4). Existent solutions such as the mentioned Snowflake or Dawex Ex-

change Platform do not support a seamless integration with a company’s existent tool 

landscape through out of the box loose coupling with existent data catalogs. There-

fore, we developed an enterprise data marketplace prototype to demonstrate and as-

sess the feasibility of the ideas presented in the Section 3. The prototype is an exten-

sion to our work presented in [24]. It is built with the Spring framework5 and based on 

a micro services architecture including a search service, product service and order 

service. It is implemented on the open-source data catalog Apache Atlas6 which regis-

ters the data assets. Product metadata is stored in the marketplace’s metadata reposito-

                                                           
5  https://spring.io/ 
6  https://atlas.apache.org/ 
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ry, set up with a Neo4J7 graph database and the metadata is modeled according to our 

metadata model HANDLE [25]. The enterprise data landscape is simulated by a varie-

ty of databases and a data lake which are registered in the data catalog. 

 

Fig. 4. Data Asset and Data Product Distinction in the Dataset Search 

4.1 Prototypical Demonstration – From Data Asset to Data Product  

As argued in Section 3.2, it is beneficial to build the enterprise data marketplace on a 

company’s established data catalog. In this case, we built the enterprise data market-

place on Apache Atlas and use it as the data catalog for the marketplace. If a search 

query is issued in the marketplace it is forwarded to Atlas. The corresponding search 

results are displayed in the marketplace search results view. The marketplace can 

identify the data assets for which it contains the corresponding product metadata and 

labels these as data products, as can be seen in Fig. 4 on the right hand side of each 

search result. As explained in the following, the prototype supports several scenarios 

as to how data is provided and an asset becomes a product. 

Scenario one. As specified in Section 3.3, the data provider can register the data 

product in the marketplace. To do this, the provider can select “Add new Product” in 

the menu under “data provider” and is directed to a data registration wizard. The wiz-

ard guides the provider through 3 steps, as displayed in Fig. 5. The first step prompts 

the provider to specify whether the data is already registered as an asset and if so, to 

enter the asset-id. In the second step the provider is led to a form for either registering 

or editing the asset if it already exists. In this case, the form fields are prepopulated 

with the metadata loaded from the catalog. If the data is not registered as an asset, the 

provider fills out the form with according metadata such as a data description, data 

owner, security class and so on. The metadata is sent to the catalog in which it is reg-

istered as an asset. The provider is then guided to the third wizard page for adding 

                                                           
7  https://neo4j.com/ 
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product metadata, as illustrated in Fig. 5. This step is optional as the data can already 

be found through the marketplace search. To register the product, the terms of use are 

specified in which the provider indicates if it is personal data, the permitted usage, 

conditions of use and a license. For example, the GDPR allows people to influence 

how their personal data is processed [26]. By way of example, the data is personal and 

the processing has been restricted to the evaluation of user statistics which is specified 

in the field permitted usage. Also, only persons from a specific team may access this 

data, therefore this is also specified in the field conditions of use. If none of the li-

censes fit the requirements, the provider can also create a customized license. Besides 

the terms of use, the data delivery options are specified. This includes information on 

the data’s update cycle, the provisioning options and description of the access proce-

dure. Having specified this information, the provider clicks on the button “Add As 

Product” so the metadata is stored in the metadata repository, creating a data product.  

 

Fig. 5. Wizard for Enriching Data Assets with Product Metadata to Create Data Products 

Scenario two. In the second scenario, data is only registered through the data catalog. 

For this purpose, the provider dials into the Atlas GUI and fills in the corresponding 
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form fields for registering data assets. As explained above, this data can then be found 

in the marketplace and is flagged as an asset. If this dataset is then requested in the 

marketplace by a data consumer, the provider receives an access request and is 

prompted to add the product metadata and is automatically forwarded to the corre-

sponding form fields in the wizard as depicted in Fig. 5.  

 

Fig. 6. This image depicts the form for creating data products which is shown if the user is not 

the data owner. For space reasons the form fields are replaced by placeholders. The form is 

identical to the form displayed in Fig. 5.  

Scenario three. The third scenario entails that another employee can fill in the re-

quired product metadata for the provider. If a user selects a search result as shown in 

Fig. 4, they are taken to a detailed page with overview metadata providing detail on 

the dataset. This detail page also specifies whether the result is an asset or a product. 

In the case that it is an asset, a button is displayed “add product metadata”. Clicking 

on this button will take the user to the registration wizard where the user can navigate 

to the “add product” form. If the user is not the data owner, this is displayed with a 

message as shown in Fig. 6. The form is submitted using the “Notify Owner” button. 

The owner then receives the request and can accept, reject or edit the metadata before 

creating the product. As shown in this chapter, a data marketplace can be built on top 

of an external data catalog and the three scenarios as described in Section 3.3 are 

supported in this catalog-marketplace constellation. 

4.2 Addressing of the Challenges in the Data Provider Journey 

In this section, we discuss to which extent the enterprise data marketplace addresses 

the challenges in the data provider journey, as given in Section 2.2. The first chal-

lenge signifies the assembly of documentation, i.e., metadata. In effect, this task is 
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supported to a certain extent through tools which can automatically capture metadata. 

For instance, the data catalog Alation uses AI to suggest business glossary terms and 

suggests links to relevant data [27]. Since this concerns the first step of the provider 

journey and the marketplace is only utilized throughout later steps, the assembly of 

metadata is not supported though the marketplace.  

Challenge two refers to the effort of supplying provisioning options, even if these 

may not be required. This issue is addressed by the enterprise marketplace through the 

differentiation of data assets and data products. It is dealt with by allowing the pro-

vider to supply product metadata and thereby make provisioning options available 

only when a request is made for a data asset. Therefore, the effort relating to provi-

sioning options is only undertaken if this data is actually relevant for other employees. 

Challenge three deals with the necessity of registering data in several publishing 

tools, namely the data catalog and the data marketplace. Whether this challenge is 

addressed by the marketplace depends on the implementation approach that is chosen. 

The marketplace can be built as a standalone platform with its own inventory. In this 

case, challenge three is not addressed, data must be registered in both tools, and some 

metadata must be maintained twice. As explained in Section 3.2, the implementation 

alternative involves integrating the marketplace with a company's existing data cata-

log. If data catalogs are used as an inventory for the marketplace, so it can find the 

data assets that are registered in them, the provider only has to register data in the data 

catalog. This avoids the need to register data in more than one tool. In addition, as the 

marketplace reads metadata from the data catalog, the duplication of the same 

metadata and the duplicate administration of these is avoided. Hence, this implemen-

tation option addresses the challenge of double data registration and metadata mainte-

nance. It can also be added that users who are not data owners or dedicated data pro-

viders can suggest product metadata, which eliminates the need for the data provider 

to do this. In this case, the data provider only has to accept or reject the request. 

That the data provider’s journey involves several parties which have to be found, 

contacted and coordinated constitutes challenge four. There are two steps, which in-

volve a request to third parties that can be partially automated through the market-

place. This includes the request to publish data. For this, however, the owner and the 

legal experts must be known and specified. If this is the case, the marketplace repre-

sents a platform via which a workflow for the request and approval of such processes 

can be implemented. The same is true for the request for resources. If the people from 

management are known and can be identified in the marketplace, then the market-

place can also ensure a regulated workflow for the resolution of this subject matter. 

Consequently, all of the challenges are addressed through various tools and the 

marketplace specifically addresses the challenges two through four.   

5 Related Work 

Data marketplaces have been investigated in various contexts. Some research focuses 

on the overall picture and identifies the main characteristics of data marketplaces [23, 

28–31], trends and emerging markets [23, 28, 30], as well as challenges [23, 28] and 
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research fields [32] around data marketplaces. Other research examines the market-

place in a more specialized context such as marketplaces for open data [33] or mar-

ketplaces for data of the internet of things [34–38]. The application of different tech-

nologies in the data marketplace, such as the use of distributed ledger technology is 

also studied [35, 39]. These research articles cover a wide range of topics, but do not 

discuss the distinguishing features of enterprise data marketplaces.  

A report published by Wells [5] distinguishes internal marketplaces, which are 

synonymous to enterprise data marketplaces, and external markets. Within this report 

the characteristics, components and services, and involved technologies of enterprise 

data marketplaces such as data catalogs or data lakes are highlighted. However, how 

these can be used to an advantage within the enterprise data marketplace is not dis-

cussed. The same is true for the article by Gröger [3] in which he presents the enter-

prise data marketplace as a central element in the data ecosystem of industrial enter-

prises. Like Wells, Fernandez et al. [9] differentiate internal marketplaces in their 

work based on the data exchange boundaries and the incentive to share data and dis-

cuss challenges and the research agenda for constructing data marketplaces. However, 

they do not take into account the specifics of embedding a marketplace into a compa-

ny's tool landscape. How the data marketplace can be integrated into a company's 

system landscape and how it can be used to its advantage has not been explored. 

Data marketplaces are metadata-driven platforms [3] and the necessity for metada-

ta management in data marketplaces is expressed in several research articles. For 

instance, metadata is discussed in the context of data trading challenges and prove-

nance [19], data integration [18] or decentralized marketplaces and storing it in the 

blockchain [35]. The functional frameworks presented in [18] and [5] also list 

metadata management as a required feature. Most of the research around data market-

places, however, only provides a high-level view on metadata management. In con-

trast, [40] introduces a detailed metadata model for describing data goods, to facilitate 

the selection and trading of data and Fernandez et al. [9] describe a metadata engine 

for maintaining the lifecycle of datasets. To the best of our knowledge, none of the 

work provides a detailed overview of necessary metadata management features in 

marketplaces or take peculiarities of enterprise data marketplaces into account.  

As discussed in Section 3.1 several research articles provide a list of data market-

place functionality [5, 9, 18–22]. However, as already explained, the aspect of 

metadata management functionality is not addressed sufficiently, and the delimitation 

of the tasks of the data marketplace as a data broker is not clearly defined.  

The role of the data provider is differentiated in a number of research articles such 

as [18, 23, 32, 41]. For instance, Lange et al. [32] differentiate the role of the data 

provider and derive a provider challenge, such as the difficulty of pricing data when 

lacking knowledge on the data value for the consumer. Furthermore, they introduce 

several marketplace types based on different data providers such as commercial, pub-

lic or private data providers. Yet, these research articles do not examine the provider 

in the enterprise context. In contrast, Wells [7] discerns three types of providers for 

the enterprise data marketplace, the internal providers, people and systems in the 

company, open data providers which supply free external data and commercial data 

providers that offer fee or subscription-based external data. But he does not look at 
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the processes and specific challenges that data providers face in the enterprise. Fer-

nandez et al. [9] consider the provider in internal and external marketplaces and tackle 

the provider challenge that sharing data is hard as the providers lack information and 

incentives to make data available so it increases the consumer’s utility. They propose 

bonus points or time as an incentive of internal providers to share data. However, 

further specifics of the enterprise data marketplace and the provider's processes there-

in are not examined. Hence, this article has covered this gap in existing literature by 

examining the current processes for providing data within an enterprise and the corre-

sponding challenges and how these are addressed by an enterprise data marketplace.  

6 Conclusion 

Data democratization initiatives with the goal to facilitate a broader availability and 

accessibility of data within a company are becoming increasingly important. The data 

provider journey we presented illustrates the current processes for providing data 

within an industrial enterprise and the challenges a provider faces which impede data 

democratization. In this work, we propose the use of an enterprise data marketplace to 

support the data provider throughout this journey. Our marketplace functionality 

framework illustrates the supplied functionality, including functionality for the pro-

vider and shows that an enterprise data marketplace is based on metadata manage-

ment functionality. Through a prototypical implementation we demonstrate the inte-

gration of a marketplace with an existent data catalog, the differentiation of data as-

sets and data products, and how this enables several application scenarios which sup-

port the data provider in publishing and provisioning data. Consequently, we have 

demonstrated how the enterprise data marketplace can leverage the existent tool land-

scape to ease the publication and provisioning of data and is, therefore, a platform 

which enables data democratization within enterprises. In future, we intend to investi-

gate incentivation mechanisms for data providers to share data within the enterprise 

and how the marketplace can leverage further tools and systems in the enterprise sys-

tem landscape such as a data lake, a business glossary or knowledge graph.   
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